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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1] TR 28.807 Study on management aspects of non-public networks v0.1.0
[2] 5G-ACIA White paper, 5G Non-Public Networks for Industrial Scenarios, July 31, 2019.
3
Rationale

Based on 5G-ACIA White paper 5G Non-Public Networks for Industrial Scenarios [2], it is proposed to update the general concept of NPN in TR 28.807 [1].

4
Detailed proposal

This document proposes the following changes in TR 28.807 [1].

	1st Change


2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".

[3]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
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5G-ACIA White paper, 5G Non-Public Networks for Industrial Scenarios, July 31, 2019.

	Next Change


4.1
General

A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 23.501 [3]. In contrast to public networks that offer mobile network services to the general public, non-public networks are intended for the sole use of a private entity such as a college or an enterprise. Non-public networks may be deployed on the entity’s defined premises such as a campus or a factory to provide coverage within a specific geographic area.

Non-public networks may be deployed in a variety of configurations, utilising both virtual and physical network functions, see TS 22.261 [2]. Specifically, see TS 23.501 [3], an NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.
Subject to the service level agreements (SLAs) between the NPN service provider and one or more public network operators, all networks provide the corresponding services and capabilities required by the NPN at the defined level.
Non-public networks has the following characteristics, see clause 4 of [X]:

-
High quality-of-service requirements

-
High security requirements, met by dedicated security credentials

-
Isolation from other networks, as a form of protection against malfunctions in the public mobile network. Also, isolation may be desirable for reasons of performance, security, privacy, and safety

-
Accountability. A non-public network makes it easier to identify responsibility for availability, maintenance, and operation
	End of change
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